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These phishing emails can come in many forms but most
recently we have seen an increase in impersonation attacks.
An impersonation attack is when an attacker pretends to be a
trusted person of an organization for the purpose of stealing
data, financial gain or gaining access to a computer system
or network.

It's important to slow down and take the time to carefully
read through an email before opening attachments, clicking

on links or even responding. First look at the sender’s email
address, is it correct? Next, If the email contains a link, hover
over the link with your mouse to validate the credibility of the
link. Lastly check the wording and spelling of the email, does
the email sound right? If you have questions about the emails
validity the best way to prove its legitimacy is to contact the
sender. It's tough work catching phishing emails, stay diligent
and always remember to THINK BEFORE YOU CLICK.
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